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Introduction

Welcome! The purpose of this guide is to provide instructions for securely transmitting Behavioral Health Case Mix
file(s) to the Massachusetts Center for Health Information and Analysis (CHIA). These instructions supplement the
specifications for the format of the submission file and the required data elements within it. Please review the steps
below for submitting files to CHIA.

Summary of Process:
The steps* for securely transmitting submission files to CHIA are as follows:

Step 1: Create Submission File(s) using Provider’s Data.

Step 2: Encrypt Submission File(s) using FileSecure.

Step 3: Upload Encrypted File(s) to CHIA’s Submissions Intake Application.

Step 4: Retrieve Edit-Detail Report(s) from CHIA’s Submissions Intake Application.
Step 5: Decrypt Edit-Detail Report(s) using FileSecure.

Step 6: Review Edit-Detail Report(s) and Resubmit File(s) to CHIA’s Submissions Intake Application (if necessary).

*Detailed instructions for each of the above steps are provided below.

Please contact CHIA via this e-mail address (chia.data@state.ma.us) with any questions or concerns about the
process.
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Detailed Instructions for Each Step of the Process

Step 1: Create Submission File(s) using Provider’s Data

m  Create submission file(s) according to CHIA's required format outlined in the Behavioral Health
Submission Guidelines available on CHIA's website in the blue resource box at this link.

Click on Behavioral Health Submission Guidelines in the blue box at this link.

Step 2: Encrypt Submission File(s) using FileSecure

m  Since CHIA requires that providers encrypt each submission file before transmission, CHIA provides an
application for encrypting and decrypting files at the provider site. Initially, each provider should download
and install the application called FileSecure according to the instructions in Appendix 1: Install CHIA
FileSecure Application. Before installing updated versions please delete older versions of FileSecure from
your computer by deleting the following folder: C:\Program Files (x86)\CHIA FileSecure.

m  After successfully downloading and installing the FileSecure application, the submission file(s) created in
Step 1(above) should be encrypted using the instructions in Appendix 2: Encrypt Submission File(s)
using FileSecure

m  The FileSecure application is also used to decrypt the Edit-Detail Reports created by CHIA (see Step 5.)

Step 3: Upload Encrypted File(s) to CHIA’s Submissions Intake Application

m  Once the submission file is created and encrypted, it should be uploaded to CHIA according to the
instructions in Appendix 3: Upload Encrypted Submission File(s) to CHIA.

Step 4: Retrieve Edit-Detail Report(s) from CHIA’s Submissions Intake Application

m  CHIA processes each submission by applying edits to the overall file format and applying edits to the data
elements submitted. This process creates a report called the Edit-Detail Report which includes any errors
triggered by editing the submitted data. Each provider can retrieve an encrypted copy of the Edit-Detail
Report from CHIA Submissions Intake application by following the instructions in Appendix 4: Retrieve
Edit-Detail Report from CHIA’s Submissions Intake Application.

Step 5: Decrypt Edit-Detail Report(s) using FileSecure

m  Before each provider opens the Edit-Detail Report, he/she should decrypt the report to transform the file
format from an encrypted file to an EXCEL spreadsheet with multiple tabs. The instructions for decrypting
the report are in Appendix 5: Decrypt Edit-Detail Report.
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Step 6: Review Edit-Detail Report(s) and Resubmit File(s) to CHIA’s Submissions Intake Application
(if necessary)
m [f the submission file(s) require updates and/or corrections based on the review of the Edit-Detail Report(s),
the provider should update the file(s) and resubmit them according to the instructions in Steps 1-3 above.
Please contact CHIA via this e-mail address (chia.data@state.ma.us) with any questions or concerns about
the report(s) or the submission process.
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Appendix 1: Install CHIA FileSecure Application

Prerequisites

®  Downloading the executable file may require Administrator access to complete the FileSecure installation.
Please check with your organization’s internal PC or network administrator contacts.

B File Secure has been tested and certified to run under:

e Windows 7 & 10 64 Bit (Note: File Secure will NOT run under Windows XP). The most recent Microsoft
updates as of 7/2017 with .NET Framework 4.5.1 enabled.

e Link to update .NET framework:
https://www.microsoft.com/enus/download/confirmation.aspx?id=53344.

m  The FileSecure application is encoded with an encryption key that is unique to your hospital(s) so it is
important that you remove any older references to FileSecure (if present) prior to your file download. You
can delete older versions of FileSecure by deleting the following folder: C:\Program Files (x86)\CHIA
FileSecure.

Step 1: Log into CHIA Submissions
Log into CHIA Submissions® with the username and password you received from CHIA.

Website URL: https://chiasubmissions.chia.state.ma.us

*Login issues can be addressed by contacting CHIA-DL-Data-Submitter-HelpDesk@massmail.state.ma.us.

iruns aits surl periatizvs rrgistration with The Canter o
Huaalth Tnformmation and Analysis prior to using this site.
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Step 2: Download FileSecure

a) Once logged in to CHIA Submissions, please download the FileSecure application by clicking the FileSecure-
Case Mix folder. Future submissions will use FileSecure from your own workstation or wherever you choose to
save the installed file.

m [anding Page (If you submit other files to CHIA for different purposes, they may also appear on this landing
page.)

b) Upon selection of the icon button, CHIA is dynamically creating a custom FileSecure for your organization. Once
the page appears click the Download >> button.

FileSecure
L I W IA L
M To install the application, just download

b the EXE file and extract the content to
—_ = 5, L AN your local folder, Find and double click on
——— msssn  the Chia.FileSecure.exe file to run the
e R T e application.

Click the download button
below

Find the FileSecure Application in this
folder balow

C:\Program Files (x86)\CHIA
FileSecure

© 2018 - CHIA

c) The install program will be in the Downloads folder (e.g. C:\Users\"janedoe™\Downloads).

Behavioral Health File Encryption and Submission Instructions | March 11, 2019 7



d) When the download completes, visit the download location and look for FileSecure.exe OR you can launch from
the browser on the bottom left tab on the screen, as shown below.

B e e L P e W

below

Find the FileSecura Application in this
folder balow

C:\Program Files (x86)\CHIA

FileSecure
e) Click “Run” on the Security Warning pop-up.
. Open File - Security Warning x

The publisher could not be verified. Are you sure you want to run this
software?

[T‘ Name: C:\Users' NN Downloads\FileSecure.exe
= Publict Unik Publict

Type: Application
From: CAUsers' NN Downloads\FileSecure.exe

[ Always ask before opening this file

This file does not have a valid digital signature that verifies its
l@ publisher. You should only run software from publishers you trust.
e How can | decide what software to run?

f) Depending on your virus software you may get a message like this. Click “Allow this file.”

SecEEamm - =
m w Our information on this file is inconclusive.

We recommend fat using this Ble uness you knaw Lis safe. d

o o filesecure.exe

on
Raemaove this fie from my computer l
b — - -
Adow this fie |
' inproven " Very Fow Users. 1 Very Hew
There is rot ercugh nformation  This fie has been seen by fewer  Symantec had known abeut ths
bout this fle torecommend . than § Symantec users. fie approwamately 2 days.
More Detais
\/Symantec. 1A
rimesecure
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g) You will receive the following FileSecure pop-up. Click “Yes” to install.

7
a2 FileSecure >

The FileSecure Appiication will be extracted to
C:\Program Files (x86)\CHIA FieSecure foider.

Do you want to continue?

Yes Mo |

m If you receive the below error message you do not have the access rights on your PC or workstation to
install the FileSecure application.

m  To fix this you will need a network administrator to install FileSecure for you. Once the administrator installs
FileSecure the admin needs to give you Read and Write permissions to the following folder, C:\Program
Files (x86)\CHIA FileSecure.

m [fthe user is NOT an administrator on the computer, an administrator will need to grant Read/Write
permissions to that user.

e To grant the user Read/Write access, the administrator should right-click on the folder “C:\Program
Files (x86)\CHIA FileSecure” and choose properties.

o (o to the “Security” tab, click “Edit...” and choose “Add...”

e Enter the username, and click “OK” to add that user to the permissions list.

e Then, highlight that username in the list, and click the check box for “Write” to add that permission.
e Click “Apply” and then “OK” to save changes and close the “Permissions” window.

e Then, click “OK” again to close the “Properties” window. The User can now install the file.

. —
@ Previous Versions

Objectrane:  C:\Program Fiss i Permissions for Chia.FileSecure
Group or user names: Secustty
| FIALLAPPLICATION PACKAGE ., :
= Object C\Program Fies ((BEMNCHIA File Secure’\Chia FileS
T/ ALL RESTRICTED APPLICAT neme ¥
BLSYSTEM Group or user names:
| B2 pctministrators (CHIALP-1121D) |55 AL APPLICATION PACKAGES
| B Users CHIALP-112DF\User | 524/ | RESTRICTED APPLICATION PACKAGES
BB SYSTEM
T change ssions, chck Edt -
¢ == B8 Administrators {CHIA-LP-1121DF\Administrators)
Permissions for ALL HIALP-
APPLICATION PACKAGES BR Users (CHIALP-1121DF\Users)
Full control
Modify Add.. Remove
Fead & execute Parmissions for
Read APPLICATION F'P{KNEES Allow Deny
Wrie Ful control (%] o »
Special permissions Moddy ] O
Resd & execite O
For special permissions o advances Read O
chick Advanced Wite ! 0O %
o Concel | | dosly
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Appendix 2: Encrypt Submission File(s) using FileSecure

Step 1: Open FileSecure and Adjust Settings

FileSecure can be launched by clicking on the shortcut on the desktop or the CHIA FileSecure executable (.exe.) file.
The executable file is located where the application was saved (typically saved to the Program Files x86 folder in
your C: drive or personal desktop.) See the folder path and highlighted file in the image below. Click on the
highlighted executable to launch FileSecure.

() w| | » Computer » LocalDisk (C:) » Program Files (86) » CHIAFileSecure »
File Edit View Tools Help
Organize » Include in library = Share with = New folder
). .oracle_jre_usage = Name
Contacts
& Con | amdb4
J Desktop
& . DecryptedFiles
o m" 1. FileSecureEncrypted
{r Favorites L
|, FileSecureBH .
@ Links S
; M Chia FileSecure.exe
1| My Documents 3 T =
& My Music i File description: FileSecure
. ! Company: Center for Health Information and Analysis
Pictu =
il My Plctures IS File version: 0.0.0.0
B My Videos Date created: 10/17/2018 2:47 PM
[® Saved Games Size: 5.52 M8
& Searches
4. TOSHIBA
& Computer
&L Local Disk (C:)

Note: Before proceeding with entries on the Encrypt Submission File page, you will need to designate where encrypted files will
be stored on your computer or internal network. Using the Menu dropdown from the CHIA logo, please select Settings. If you do

not select a file location, the Filing Home page will redirect you to the Settings page.

Encrypt File Submission Initial Page

FileSecure 2
CHIA.

Encyrpt Submission File
Choose Fle Antributes
Salect Fie
Flling Type Behavioral Health inpatient Dats . o
Filing Year 2018 [l rter (10/1 - 12/31 i
: o
piede 2810 TN ket NIt ( ) Click the Encrypt File to save this file attribute. Your entry will appear in the Step 2 Review
Hospital 443 Bounewood Haspital FERBalci
Review Encrypted Files
Decryprad File Conrent will Conmain heshad vaiuss for paricular gars slsments (e g. Mame, Socisl Sscury, £..)
Date/Time Type atr r Hospital Original Filename
10/18/2018 3:36:26 PM BHID 1 2me Bournewood Hospital BH 445 McLean Base File v2018 Passing 1 Dischtxt WAW_HIT\CaseMix\&. T

Click on the blue CHIA box at the top left side of the screen.
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Select the Settings item from the drop down menu.

Once at Settings, please browse your Windows File Explorer and designate a file location where newly encrypted
files can be stored and retrieved later. Then, click the orange ‘Save’ button at the top right side of the screen.

Menu Dropdown

é g Filng Home
W Decrypt Edit Detail Repert |

é & Sattings

o About

& Ext ims S paniciser sty elammay (6. Mame. oo Seva 8
e Original Filenams.
i aax Pile w2010 Pagaing T Dischtt

Settings Page image (Specify Location for Encrypted Files and click on orange Save button)

FileSecure 2
CHIA.

|
SAVED FILE SETTINGS m
Encrypted Files |

Cnerypled Miles Folder &:\th:m Files (xB6)\CHIA FiloSeoure\FileSecurcEnarypied)

Browse For Folder X

Sadiet folder whvert the o 5

~  Program Files {xB6) »~
Acro Software
Adobe
- CHIA FileSecure
amdbd
DecryptedFiles
FileSacureEncrypted
Log
=B
Cisco
Commaon Files
< >

e s

w

Step 2: Encrypt File(s)
Click on the blue CHIA box at the top left side of the screen.

Select the Filing Home item from the drop down menu.
Populate entries on the Encrypt File Submission page and hit the orange Encrypt Submission File button.

Required entries: Filing Type, Filing Year (Fiscal Year), Quarter Period (Fiscal Quarter), Hospital Name and File
location for encryption are all required fields.
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Test Files: Check off the Test File box if you intend for the file to be written to CHIA's test database. If unchecked the
submitted files will write to the Production database and will be counted as a valid submission for the Fiscal Year and

Quarter entered.
Required Fields
FileSecure 2
CHIA.
Encyrpt Submission File
Choose File Anmibutes
; a’ Seleat File
_—) Filing Type Behavioral Health Inpatient Data -
—> 2018 [} o -1273 < tie =
mgmacees - 8 T8t imrisk [10p1i=12/21) - t File to save this file attribute. Your entry will appear in the Step 2 Review
_% Hospital 443 Bournewood Hospital - Files below.
Review Encrypted Files
Decrypred File Content will contain hashed values for particular data slements (& 0 Name, Social Security, 2.)
Date/Time | Type atr ¥r Hospital ' Original Filename
10/18/2018 3:36:26 PM BHID 1 2018 Boumewood Hospital BH 445 McLean Base File v2018 Passing_1 Disch.txt WAW_HIT\CaseMix\&. T|

Step 3: Review Encrypted File(s)

Note: CHIA has built in a Decrypt function which allows the Provider to check fields that were hashed in the encryption process.

The file view is parsed and record lengths may be impacted by hash algorithms.

Review Encrypted Files (decrypt by selecting the blue hyperlinked file name, scroll left to right for details)

FileSecure 2

File
Choust Bt ixinres
FesogTroe Belaviesl teth rganeet Cath - asseted
B st il
P g 2000 £330 tharte (111 = 301

Feviow Encrypied Files
5 0 W, B Sty .
DutaiTime e o .3 Hmngaal viginal Filmaree. ‘Criginal Location
MMM IMMPY  BHD ] bl L YEO18 Panning, 1 Dinch.mxt T\ Camebn T FiwdiH Y LR
kIR LTS 2 £ g Disckin W i Tisag e a
WONHEANNPY BHE ? i) L ng. Y Desch ot ST\ Canaiinh. Taating Tavtng Raetasansbanth 20100 Tes Flen8H - working 1est Ses - F3\ 40154 30782, 900

N Wi e P Marw, Sociw’ Secarty 8|
Heptad g Flrame oo osatin o Fisane D ton
Bousmennod Hopts BH 44% McLaan Base Fle (2008 Pasuing 1 Dachtd  WON_HIT\Canabdins Tacting\Tosting Behaviorallinaith 0B Taat FlegBH - working teet fles - FS1 403 154 20001 10IK200ETH0605 1 TESTmne - L'\confideriaf Behavioralaath_ Case Mur\Cone M XPWADHID Test Flesl,
Boumewood Homts B4 405 Mctean Base File €008 Passing 1 Duchiint WOWN_HIT\Caeblintt, Texting! Tasting Befavioralkimalth 00U Teat FlesB - working teat fles - P& 00 184 2000 210700 STec  LiconfdentelBehavorahisath Case Mar'Case Mo KPW\BHID Test Flen,
Bourrewood Hotpls B 445 MeLean Base Fie 7018 Pasang 1 Dach bt WO HITYCaedin . Tagting! Tasting Babavicraltinatth 00INHH Test Fies/ i - workiag oot flas - P30 420 184 20002 SS90 TR e L\corfidemal\BabavicraHaalh Case M\ Case Méx \PWDHID Test Filer,
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Note: Column headers are adjustable by highlighting the blue divider line and moving the width.

Sample Decrypted File View (parsed by Record Type- 01, 10, 20, 25 efc...)

E el

] 43,154 2008 2 1D1B2018153753. ns!_{:a-

[ Fle Edt Format View Help

mss?wm BN 1A 20180117

251231231234117 Testing Circle worcestershire MADLE05US
30011231231234 0204 00001 0000000500 0204 00001 0000000500 0204 00001 0000000500 0204 00001 0000000500 0204 00001 Q00000035
30021231231234 0114 00001 0000000500 0114 00001 0000000500 0114 00001 0000000500 0114 00001 G0OO000500 0114 00001 000OOCOS
40011231231234 0300 00001 0000001000 0300 00001 DMDOUIODO 0300 00001 0000001000 0300 00001 0000001000 0300 00001 00000010
40021231231234 0300 00001 0000001000 0300 00001 0000001000 0300 00001 0000001000 0300 00001 0000001000 0300 00001 00000010
451231231234w5922XD F4311  F43 F4312 Yvaz52zzz 201?0905011255591186125559’11&612555911860002“312 1538185475

50011231231234 F410 F429 F4325 F4480 F5089 FG381 F7O  FBOB2 FOBS FOTEL F1011 P23 P340 F4ON

50021231231234 F410 F429 F4325 FA4B9 F5089 FB381 F?9 FBO8Z F985 FO7BL F1011 F23 F340 FA021

B0011231231234 GI11227 201709176254 0170918626322 2017091962722z 20170920GZF2ZZZ 20170921GZizZzz  20170922HZ40 2017092 3HZ56 20170924H28 2
60021231231234 G211zzz 201709176254 2007091862632z 200709106272222  2007092062F2222 204709216232222  20L70922HZ40 2017092 3HZ58 20170024HZ8 2
65011231231234 HOOOZ 1HBHEHKHIZ017 090390801 122263227 2017090510002 1HBHEHKKO2017090390801 12226322720170905H0002 1HBHERKHIZ0170903 90801 1
B0 123123123436020 052828 150122

90 1231231234 013010102020102020101 000000002 500000000002 50000000001 0000 0000000015000

95 000010001000000000005000 0000000010000
B9987654321 ool 0001

2012312!12!“ 506EBEY6304 61A6A1ES4 308 3FDEAF AG4 8I0BAEAT SESEDIADDSET ACFDECIF34C) DASDEFEF COEB13630E7 381938 B2D4P 287 20170803201

Note: This is test data.
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Appendix 3: Upload Encrypted Submission File(s) to CHIA

Step 1: Log into CHIA Submissions Intake Application
Log into CHIA Submissions* with the username and password you received from CHIA.

Website URL: https://chiasubmissions.chia.state.ma.us

*Login issues can be addressed by contacting CHIA-DL-Data-Submitter-HelpDesk@massmail.state.ma.us.

for

Ihalchlllm amwwwmmm

If yesi have sy questiond. ot tuchnical e,
plasse contuct the Center for Ha —ul:uu and Anshyais” Hely Deskc

Phane: 17
Emait: THLA D -Dats- Submiiler- HelpDesb @ Meablel STie MAUS

Note: If you submit other filing to CHIA for different purposes, those folders may also appear on this landing page.If you do
multiple filings to CHIA, you may also be presented with a selection box for Submission Type...choose Case Mix.
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Main Hospital File Submission Page

Hospital File Submissions
CHIA. ey LN 2

5N File Dietails

Step 2: Select Submission Type (Case Mix) by selecting ‘Casemix’ as the Submission Type.
You will be presented with a selection box for Submission Type if you submit multiple filings...choose Case Mix.

Select Submission Type

Type: | Massachusetts Hospital Cost Reports
| Massachusetts Hospital Cost Reports
CaseMix
| ADH Cost Report

Step 3: Upload.
Please select the orange Upload a File button, located in the upper right of the screen.

Edit Detail Report Name
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Step 4: Enter required fields.

Enter all required fields for the File Upload popup box and choose the location of the Filename (with .enc extension)
by using the Browse button. Then hit OK for a successful file upload.

File Upload Entries

File Upload

Submission Type
Hospital Name
Filing Year:
Quarter:

Fliename

Successful File Upload Image

Fiie Submission

File Name '443_154_2016_1_10182018153625_1_TESTenc'
uploaded suscesstully

o
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File Upload Details

When a file has been successfully uploaded, one half of the screen columns will be populated with submission
details. Identifiers for Hospital Name, File Name, Year, Qtr. and Date uploaded are present.

Hospital File Submissions
CHIA : Vession 1.0

BiFie Cetaim Casahix | gt a e
Hopital Name - Fil Hame © Fie Siw - Submission Type < Fiscal Yeat~ Quarer < Date Uplopdec ©  Uploaded User ~  Edit Detail Report Name
Boumennod Hosstal 443 184 2018_1_10102018120628 1 TE. 12948 Canehin - SHD 2010 1 10152018 3:42:38 P Tesza T4l
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Appendix 4: Retrieve Edit Detail Report from CHIA's
Submissions Intake Application

Step 1: Log into CHIA Submissions Intake Application
Log into CHIA Submissions* with the username and password you received from CHIA.

Website URL: https://chiasubmissions.chia.state.ma.us

*Login issues can be addressed by contacting CHIA-DL-Data-Submitter HelpDesk@massmail.state.ma.us.

site and req with the Canter for
Health Infarmation and Analysss prior to using this site.

1 ol have any questions, or tnchiical kees,
plasme contuct the Center for Hoshth mration’ snd Anishvais" Hely Desc
Phane: 61 en
Emait THLA DDt Submiler - HelpDiesk @ Measblel STite MAUS

Note: If you submit other filing to CHIA for different purposes, those folders may also appear on this landing page. If you do
multiple filings to CHIA, you may also be presented with a selection box for Submission Type...choose Case Mix.
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Step 2: Download the Encrypted File

Look in the submission file grid (see image below) and click on the green EXCEL icon beside the file name in the
grid. By clicking on the green EXCEL icon, the file will be downloaded to the user's Downloads folder OR the user’s
designated folder for encrypted files.

CHIA File Submissions

Version 1.0
Submission Type ~ Fiscal Year~ Quarter ~ Date Uploaded ¥  Uploaded User ~ Edit Detail Report Name
CaseMix - BHID 2018 1 01/23/2019 4:11:34 PM e _BHID_14491_2018_1_TEST_G1A?_5 enc
CaseMix - BHID 2018 1 12/14/2018 10:24:02 AM e @ R_BHID_14451_2018_1_TEST_6086_2.enc
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Appendix 5: Decrypt Edit-Detail Report

Step 1: Log into File Secure and Adjust Settings

FileSecure can be launched by clicking on the shortcut on the desktop or the CHIA FileSecure executable (.exe.) file.
The executable file is located where the application was saved (typically saved to the Program Files x86 folder in
your C: drive or personal desktop.) See the folder path and highlighted file in the image below. Click on the
highlighted executable to launch FileSecure.

.

j=| |. » Computer » Local Disk (C:) » Program Files (86) » CHIA FileSecure »

File Edit View Tools Help
Organize v Include in library = Share with « New foider

1. .oracle_jre_usage - MName
Contacts
o s
) DM‘::‘* 1. DecryptedFiles
.h s 1. FileSecureEncrypted
= L
1. FileSecureBH t ’::
Links
f N"Jlr 5 M Chia FileSecure.exe
| ocuments E N
x Chia EilaS. k.
& My Music i File description: FileSecure
y : Company: Center for Health Information and Analysis
Pictu =
] My Pictires [  File version: 0.0.0.0
‘B My Videos Date created: 10/17/2018 2:47 PM
i® Saved Games Size: 5.52 MB
& Searches
L. TOSHIBA
& Computer
&L Local Disk (C:)

See image below for the initial screen for logging into File Secure.

FileSecure 2
CHIA.

Encyrpt Submission File
Choose File Attributes
Select File
Filing Type Behavioral Health Inpatient Data v o
Test File
Filing Year 2018 3 1stQuarter (10/1 - 12/31) -

Click the Encrypt File to save this file attribute. Your entry will appear in the Step 2 Review

Files below.

Hospital 443 Bounewood Hospital

Review Encrypted Files

Decrypted File Content will contain hashed values for particular data elements (e.g. Name, Soclal Security, £..)
Date/Time Type atr Ve Hospital Original Filename
10/18/2018 3:36:26 PM  BHID 1 2018 Bournewood Hospital BH 445 McLean Base File v2018 Passing_1 Disch.tt  WAW_HIT\CaseMix\6. Ti
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Step 2: Decrypt File(s)
Click on the blue CHIA box at the top left side of the screen.

Select the Decrypt Edit-Detail Report item from the drop down menu.

) FileSecure 2

# Filing Home
= & Decryp! Edit Detail Reporl),
] O TestFile
& Settings Click the Encrypt File 1o save this fike attribute. Your entry will
- appear in the Step 2 Review Files below.
o About
8 Exit e vaiues for particilar dara elements (e.9. Name, Social Secunmy 2. )
- - ¥r Hospital Original Filename  Original Location  Encr

Use the Browse function to locate the encrypted file with the Edit Detail Report. Then, click on the orange Decrypt /
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For more information, please contact:

CENTER FOR HEALTH INFORMATION AND ANALYSIS

501 Boylston Street www.chiamass.gov
Boston, MA 02116 @Mass_CHIA

(617) 701-8100



